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Abstract

Previous research on the use of fake Twitter accounts shows that right-wing trolls ap-

pear more frequently than left-wing trolls. Also, right-wing politicians are more likely

to benefit from troll activity. Trolls serve as amplifiers of political messages, they are

also employed to intimidate other users, that includes activists, journalist, or politicians.

While there is evidence that trolls operate on Czech Twitter, their behaviour had not

been studied. This papers aims to analyse whether troll activity depends and the sen-

timent of the targeting message on politician’s ideology. Data on Twitter troll activity

towards Czech politicians were collected and analysed using statistical models. The

results show right-wing trolls are more likely to target right-ting politicians. The sen-

timent of the messages also increases the more the politician’s ideology to the right,

however, the relationship between politician’s ideology and message sentiment is not

significant.
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1 Introduction

How is the political disinformation spread on social media in Czechia? Why are politi-

cians targeted by trolls? The rise of social media platforms enabled sharing large

amount of information both by real people or anonymous accounts. While information

can travel fast in real-time, it may be unverified and originated from dubious source.

In their study of EU Parliamentary Elections 2019, Marchal et al. (2019) show that 4%

of the content circulating on social media in pre-election period came from fake news

websites. Studying the same Elections, Silva and Proksch (2021) find right-wing par-

ties were more likely to benefit from employment of trolls and bots on Twitter during the

pre-election period. There is evidence that also domestic political actors use political

trolling to change narrative around unpopular bills (Zhdanova and Orlova, 2018) or to

discredit opposition (Gorwa, 2017). Further, Gorwa (2017) finds that the case of Poland

there is twice as much right-wing than left-wing Twitter bot accounts. Trolls can be em-

ployed to target public personas with disinformation and using trolls and bots can even

lead to death threats (Aro, 2020), or increased harassment and hate speech (Tucker

et al., 2018). For example, a well-respected Czech journalist left Twitter due to frequent

troll attacks (Zelenka, 2022). Lewis and Marwick (2017) also explains, proliferation of

right-wing disinformation and trolling aims to control public debate and focus it around

right-wing policies and creating general notion of public support for such policies. Addi-

tionally, Borra et al. (2017) finds that both left-wing and right-wing Dutch politicians are

targeted by trolls, the right-wing politicians are mentioned more positively than the left-

wing politicians. Further, studies by Karatas and Saka (2017), Simchon et al. (2020)

show the trolls communicate with highly polarised language. Karatas and Saka (2017)

conclude the Turkish Twitter space has been overtaken by trolls who set the agenda

for discussion. This often means discrediting opposition and promotion of government

policies (Karatas and Saka, 2017). In general, troll activity may both damage reputation

of public personas, it may also lead to detriment of public debate.

Reports that analysed Czech fake news websites content show their articles targeted
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mostly opposition parties in pre-election period, mainly the left-wing Pirates party and

the right-wing coalition SPOLU (TOGETHER) (Čeští elfové, 2021, Šefčíková, 2022,

Threats). While the disinformation diffusion outside social media seems to be well

mapped, the effort to map disinformation on Twitter has been limited to short reports of

investigative journalist on disinformation community of Twitter accounts (Šlerka, 2021),

or Zelenka (2022)’s investigative on four popular Czech Twitter accounts which en-

gaged in trolling activity. While Zelenka (2022)’s sample was small and contained only

four cases, he reported that the real life persons behind operating these accounts were

related to various Czech political parties. For example, one of the troll accounts was

traced to be a PR advisor to the Chairwoman of the Chamber of Deputies. In addition,

Míková (2021) finds that eleven troll accounts comment under tweets of the most fol-

lowed Czech political accounts, nonetheless, she merely studies whether trolls activity

exists in relation to political accounts without providing further detail on what could be

the trolls motivation to target Czech politicians. While there is evidence of trolling ac-

tivity on Czech Twitter, their strategies remain unclear. What could explain politician

trolling on Twitter in the context of Czech Republic? This paper seeks to test whether

ideology-related targeting strategies are employed by Czech trolls as the cases from

other countries show. That is, whether the amount of political trolling and the sentiment

of trolling messages depends in the ideology of the politician. As reported by Silva and

Proksch (2021), Gorwa (2017), Fichman and McClelland (2021) in the case of the Eu-

ropean Elections, Poland, and the US, it expected to find that right-wing politicians are

targeted more by trolls. Additionally, the right-wing trolls target right-wing politicians

with positive messages as in case the (Borra et al., 2017) study on Dutch Twitter trolls.

While ideology may not be the only factor that explains troll behaviour on Twitter, trolls

also may be used as tool of international hybrid warfare (Aro, 2016) or can be part of

political campaigning strategies (Keller et al., 2020), this paper examines what whether

ideology of politicians motivates frequency of political trolling and the sentiment of the

troll message.
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In the first part of the paper, a brief literature review on the current state of online disin-

formation research will be presented. Second, theory and mechanism behind political

trolling will be introduced. Third, data collection, methods, and analyses will be de-

scribed in the research design section. The paper ends with discussion section where

limitations and other possible explanations for political trolling are presented.

2 Literature Review

2.1 (Political) Disinformation

Disinformation has been widely studied throughout disciplines of social sciences. Each

study, however, may define disinformation differently depending on the research ob-

jectives. For the purpose of this work, the (Tucker et al., 2018) broad definition of

disinformation also used by Guess and Lyons (2020) will be used: intentional spread

false or inaccurate information. Other than disinformation - an information meant to

deceive, this also includes fake news (junk news), online propaganda (spread of infor-

mation promoting one candidate or party), or hyperpartisan news (Tucker et al., 2018) -

highly partisan media outlets that resemble mainstream media (Faris et al., 2017). This

paper is also concerned with specific type of misleading information - political disinfor-

mation. Such type of deception targets discourse concerning political issues (Hwang,

2020) or political issues (Tucker et al., 2018).

2.2 Disinformation Diffusion

In the context of social media, disinformation may be promoted as links to web page

articles that take the user out of the platform and lead them to fake news or hyper-

partisan outlet (Tucker et al., 2018). While the individual user may click on the post,

they may engage in liking, or sharing the content with deceptive information. Other

than links, the users may directly share posts about their preferred topic - either by di-

rectly sharing their thoughts, or re-sharing other users’ posts, the post may also include

3

C
E

U
eT

D
C

ol
le

ct
io

n



pictures, photos, memes, or videos. While this describes individual user behaviour

on social platforms, the origin of disinformation spreading on such platform are usu-

ally not random users from general population. The efforts to spread disinformation

are often coordinated and diffused by specialised groups of accounts such as bots,

trolls, (Woolley and Howard, 2018) fake-news sites, politicians or governments (Tucker

et al., 2018). Current research shows there are several potential ways through which to

produce and disseminate disinformation on social media (Tucker et al., 2018). These

strategies might be employed, for example, by international actors to influence domes-

tic politics (Aro, 2020), by politicians or political parties as campaign tool (Gorwa, 2017,

Zhdanova and Orlova, 2018), or they might be used by governments to intimidate ac-

tivists, journalist, or their opponents (Keller et al., 2020, Monaco and Nyss, 2018, Saka,

2018, Karatas and Saka, 2017)

2.2.1 Bots

Bots are accounts created by a software that produce human-like activity on social

media. Bots may generate text messages on their timelines or respond with to other

accounts’ conversations. In general, the goal is to mimic human-like activity in larger

volumes and in repetition (Woolley and Howard, 2018). That means, once a group of

bots coordinates their activity, for example, by repeatedly posting messages about a

topic or a hashtag, it looks as though the users of the social media network engage in a

conversation. Hence, the conversation becomes salient due to bot accounts responses,

re-sharing, and posting which leads to popularising any topic in question (Shao et al.,

2018). In order to do this, the bot accounts coordinate their actions in so called clusters

– a dense network of bot accounts that cooperates when sharing and posting mes-

sages (Hindman and Barash, 2018). This strategy is efficient as individual bots may

not rely on large number of followers. It is sufficient for them to coordinate when they

post messages and the social media algorithm promotes the posts they share. Es-

pecially in the case of Twitter, the topics re-shared and promoted by bots reach real

users who continue to share the disinformation message and amplify the reach of bot-
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diffused messages (Shao et al., 2018, Vosoughi et al., 2018). For example, Hindman

and Barash (2018) find that most of the disinformation in their 2016 US Presidential

Election sample of Twitter data is shared by bots or semi-automated accounts. Hind-

man and Barash (2018) obtained 10 million tweets from period before and after the

Elections. They linked 700,000 accounts to 600 fake news or conspiracy websites. By

using machine learning models, they finds that about 33% of accounts of their 100 most

followed accounts were identified as bots. Their analysis shows the network of the rest

of the accounts in the had been densely connected. These accounts re-shared tweets

with links leading to fake news websites with their activity culminating on the election

evening.

Another strategy employed by bots is to target users with bigger influence and larger

number of followers to proliferate their messages (Shao et al., 2018, Stella et al., 2018).

That means, if a popular account has many followers and bots respond to their conver-

sations, more people can notice the message. Further, bots may be used as a tool to

artificially increase number of followers of an account (Niederer and Groen, 2020). By

increasing number of followers, the account becomes more popular which increases

the reach of messages they proliferate. In general, bots are useful tool to increase

reach of an account or topic. Recent paper that analysed proportions of automated ac-

counts among followers of selected Czech politicians shows that about 20% of Andrej

Babiš’s, who is a former Czech PM, Twitter account is followed by bots (Málek, 2019).

The disinformation proliferation on social media is an interconnected and overlapping

system. Different actors may use both trolls, bots, or semi-automated accounts to pro-

liferate their message. Common strategy of how to employ both bot or troll accounts

is astroturfing - a coordinated disinformation campaign by which fake accounts seek

to evoke narrative around an issue – for example, positive or negative view about a

politician or a policy (Keller et al., 2020). Keller et al. (2020) investigated the Twitter

activity in the 2012 South Korean presidential election where the where the National
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Intelligence Service (NIS) coordinated fake accounts activity to support their preferred

candidate. While Keller et al. (2020) concludes that the coordinated activity seemed to

have little impact on public opinion and Tucker et al. (2018) call for more research into

impact of online disinformation campaigns on offline political behaviour, there is indi-

cation astroturfing still may be useful tool in disinformation spread. As Labzina (2017)

finds, organised astroturfing by Russian trolls helped to push Russian narrative into

Wikipedia articles where it has a potential to reach wide audience.

2.2.2 Trolls

Other effective strategy how to disseminate disinformation on social media is to use

trolls. Trolls are accounts operated by real people (Hindman and Barash, 2018) that

publish such content that seeks to spark an emotional reaction in other users, for ex-

ample, by offending other users, sharing distressing or shocking images (Lewis and

Marwick, 2017). While some troll accounts may operate solemnly for personal reasons

and individual gain, there is a large proportion of trolls who are paid for their troll-like

activities (Tucker et al., 2018). One of the most well-known examples is the Russian

”troll-factory” - the Internet Research Agency (IRA). The IRA hired trolls sought to in-

fluence the political discourse on Twitter by sharing conspiracy content (Bastos and

Farkas, 2019). As Aro (2016) describes, trolling may also be used on international

level. The IRA trolls may target not only politicians and try to influence election, trolls

can also target public figures which publicly oppose Russian influence (Aro, 2020). Aro

herself, as journalist investigating on the IRA agency, became also target of trolls. Dis-

information about her persona circulated both on fake news websites and on social

media where she frequently received death threads, harassment, and mockery (Aro,

2020). As Aro (2020) writes in her book which maps Russian trolls activities, similar

reputation-damaging and harassment scenarios were also applied to target public fig-

ures in Serbia, Lithuania, or the UK.

Political trolling has been also present in other countries as a tool of domestic poli-
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tics to silence opposing voices (Monaco and Nyss, 2018). Monaco and Nyss (2018)

describe how a campaign to discredit a former Ecuadorian congresswoman Martha

Roldó first started in state newspaper, however, continued as harassment in form of

abusive messages on Twitter. Saka (2018) finds that the Turkish government used

trolls during 2014 anti-government protests. Further, Karatas and Saka (2017) study

concludes Turkish government-supported trolls use polarising language and their ac-

tivity converted the Turkish Twitter space into highly polarised environment. The inter-

views with experts on the Polish disinformation scene suggest that trolling-like activities

aim to molest political activists on social media (Marchal et al., 2019). Gorwa (2017)

and Jankowicz (2020) also find that the disinformation is not only spread by foreign

agents on Polish social media, Polish trolls hired by domestic political powers also em-

ploy disinformation diffusion strategy by frequently posting comments under messages

of other users (Gorwa, 2017). Gorwa (2017) further finds that fake accounts coordi-

nate their activity on Facebook to promote desired opinions. Such political campaigns

are run on Facebook by an anonymous company paid by political parties. As men-

tioned earlier, a Czech journalist reported on connection between four Czech popular

Twitter accounts and politicians from various political parties (Zelenka, 2022). Former

PM Andrej Babiš reportedly met with the real person who is responsible for running of

the troll accounts during one of his party events and maintains connection with owner

via WhatsApp (Zelenka, 2022). Recently his Twitter account shared a disinformation

imagine that targeted an investigative journalist that uncovered his role in Pandora pa-

pers (Zelenka, 2022). Further, it has been reveled that another popular Twitter account

sometimes engaged in tense conversations, occasionally even using hard language,

belonged to people who are members of the currently governing parties, or worked

for the government (Zelenka, 2022). In his article, Zelenka (2022) describes that the

accounts owners identity was openly known among selected journalist, however, their

identities were unknown to other Twitter users and the general public. All four accounts,

however, were connected to different parties. While Zelenka (2022) brings similar evi-

dence of troll activity on Czech Twitter similar to Míková (2021), it is not clear whether
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trolling-like activities on Czech Twitter are targeted against politicians themselves, and

if they are, which politicians are targeted more frequently than other and if there are

differences across political spectra.

Míková (2021) sought to identify if Czech politicians are targeted by bots, trolls, and

automated accounts on Twitter. While she finds that there has been at 11 troll-like ac-

counts that commented on tweets of Czech politicians, she examines only a sample of

10 most followed political accounts on Czech Twitter. That also means, she includes

accounts who are not politicians but are politically active. For example, the account

of the Czech president press secretary. In summary, she merely shows that troll ac-

counts, which as described below, operate on Czech Twitter and in relation to Czech

politicians, however, it still remains unclear whether bots and trolls targeting activity is

related to political ideology in case of Czechia. In other words, both Zelenka (2022)

and Míková (2021) show there is a presence of trolls, nonetheless, their strategies of

targeting remain investigated. This is problematic, as trolls and bots are able to skew

the debate on social media to their topic of preference and creating different picture of

non-troll users think (Keller et al., 2020).

2.2.3 Politicians

Political representation itself may be implicated in sharing dubious content on their so-

cial media (Tucker et al., 2018). Politicians may engage in such activity to gain pop-

ularity (Lewis and Marwick, 2017). As Lewis and Marwick (2017) describe, Donald

Trump used his social media to disseminate various conspiracy theories and disinfor-

mation. His Twitter account served as amplifier for disinformation content, such as that

Barack Obama was not born in the US. They may also employ spreading disinforma-

tion as type of populist discourse which may lead to group polarisation (Hameleers,

2020). Hameleers (2020) in his qualitative study of Trump’s and Wilder’s speeches

shows both of these politicians play a key role in spreading populist disinformation.

They employ the disinformation narrative by frequently attacking mainstream media
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and elites as corrupt and dishonest (Hameleers, 2020). Journalists found that during

the Dutch 2017 general elections fake Twitter accounts were used to popularise mes-

sage of various political parties and also discredit their opponents (Borra et al., 2017).

Humprecht (2019) analysed the stories on two prominent fact-checking websites in Ger-

many and the US. Using mixed-method she finds that in the English-speaking countries

the fact-checking websites are more concerned with analysis of political accounts than

in German-speaking countries. By comparing the frequency with which German and US

politicians where fact-checked on the websites, she finds that German-speaking politi-

cians are fact-checked less. She explains this is because German-speaking politicians

share less likely to publish false claims and also because the fact-checkers websites in

German-speaking countries contain less fact-checked content in relation to politicians.

As Baum et al. (2017) describes, the links may not only be shared by politicians - the

social bots may coordinate their activity to either send or target politicians with the al-

ternative media links. While politicians may not share disinformation links as often as

bots or trolls, usually high number of their followers reads what they post (Baum et al.,

2017). This means, the political representation may not engage in sharing dubious con-

tent often, however, once they do, the marginalised message receives spotlight which

would not receive without the politicians’ help. In the case of Czech Republic, reports

show that politicians across Czech political spectra appear as authors or interviewees

on Czech fake news websites (Švec, 2021, Čeští elfové, 2021). At the same, another

left-wing party, KSČM (the Czech Communist Party), shares disinformation on their

official website under ”alternative sources” tab (Chudomelová et al., 2017).

2.3 Ideology

Other than pushing topics to go viral by coordination of retweets, activity on popular

accounts and artificially increasing number of followers, bots and trolls maybe also be

used to target and harass other accounts. In general, far-right groups are more likely to

engage in disinformation dissemination (Lewis and Marwick, 2017, Baum et al., 2017).

Gorwa (2017) finds that the proliferation of bots on the Polish side of Twitter is mainly
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disseminated by right-wing. However, he also describes a case where both left-wing

and right-wing trolls engaged in an ”online fight” by reporting each other and suspend

the opponents social media page. Fichman and McClelland (2021) find that in the US,

Republican politicians are more likely to be targets of trolls that the Democrats and that

female politicians are more likely to be targeted than their male counterparts. Similarly,

Borra et al. (2017) finds that right-wing politicians are more likely to be mentioned by

trolls positively than the left-wing politicians. Additionally, Borra et al. (2017) develops a

step-by-step guide on how to identify political trolling on Twitter. First, they identify two

key topics that were widely discussed one month prior to the election and they scrap all

tweets concerning both topics. Second, they count how many times each of the users

who tweeted on the topic mentioned a politician and take the accounts that mentioned

more than 100 times. Third, they conduct qualitative analysis of the tweets. Fourth,

they visualise the proportion of positive or negative mentions from the accounts. They

find the left-wing politicians were target the most with negative mentions.

In the case of Turkey, the right-wing trolls Twitter were used to promote government

policies Saka (2018), Karatas and Saka (2017) that lead to high polarisation of this so-

cial media website (Bulut and Yörük, 2017). As Lewis and Marwick (2017) the reason

behind disinformation spread by right-wing groups is to shift the debate towards right-

wing policies and crate a notion of desirability of such policies by public and politicians.

In the case of Czechia, there are reports that the Czech left-wing Pirates party was

attacked the most by disinformation prior to the Parliamentary 2021 elections (Čeští

elfové, 2021). Further, the right-wing coalition SPOLU (TOGETHER) was attacked by

pro-Russian Sputnik news (Šefčíková, 2022). Yet, as previously mentioned, parties of

the coalition SPOLU (TOGETHER) and ANO party leader Andrej Babiš are related to

the most popular Czech Twitter accounts which engage in trolling activities (Zelenka,

2022). In other words, these four troll accounts are owned by people who commu-

nicate or work with politicians of the respective parties (Zelenka, 2022). Based on the
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previously mentioned Zelenka (2022)’s investigative, there is some indication right-wing

trolls might be operating on Czech Twitter, yet, it is not documented who these troll tar-

get - whether they target fellow right-wing politicians as in the case of the US (Fichman

and McClelland, 2021) and the Netherlands (Borra et al., 2017). Similarly, both right-

wing and left-wing parties were attacked by disinformation outside social media on fake

news website. In other words, it remains unclear whether trolls on Twitter could follow

the same targeting strategies as the fake news sites and target left-wing parties, or to

seek overtake the narrative and target more right-wing politicians.

3 Theory

3.1 Why Are the Members of Parliament Themselves Targeted by

Twitter Trolls?

Following what has been mentioned above, ideology might play role in spreading dis-

information, as far-right groups and parties are more likely to engage in such practice

to increase the the popularity of their views (Lewis and Marwick, 2017). Other factors

such as troll attacks used as a tool of international hybrid warfare or political campaign-

ing by opposition or government before the elections, nonetheless, the ideology will

be examined as central factor that influences political trolling on Czech Twitter in this

paper.

3.1.1 Ideology

Analysing the US presidential election 2016 on Twitter, Hindman and Barash (2018)

find that both right and left wing accounts spread disinformation. Similarly to Hindman

and Barash (2018), Golovchenko et al. (2018) looked the troll activity during these elec-

tions. He also finds Twitter trolls both from left or right may engage in trolling and disin-

formation diffusion. Additionally, Gorwa (2017) reports that the left and right-wing trolls

may also fights each other. For example, left-wing Facebook trolls managed to report
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an opposing right-wing Facebook site with such frequency, that Facebook eventually

blocked the right-wing page. Gorwa (2017) also finds that both right-wing and left-wing

trolls operate on Polish Twitter, however, the right-wing troll appear twice more in his

sample of Twitter accounts. As Lewis and Marwick (2017) describes, sharing fake news

and engaging in online trolling activities became main domain of the right-wing groups,

especially, of several diverse far-right groups with each promoting their own cause such

as anti-LGBT or anti-feminist views. Analysing the Dutch Twitter space in pre-election

period, Borra et al. (2017) found to be the case that left-wing parties are more likely

to be attacked by trolls, while right-wing politicians tend to be mentioned positively by

troll accounts. Lewis and Marwick (2017) main explanation for such disinformation ten-

dencies to appear mainly on the right-wing spectra is that the right-wing groups seek

control of public discourse. Lewis and Marwick (2017) explain that is because the far

right-groups perceive-left as a winning culture and seek to overturn the mainstream

narrative right-wing ideas. As Gorwa (2017) describes, not only far-right groups but

also mainstream right-wing parties may use online space and social media to influence

online discussions. Their hired trolls’ strategy includes targeting opinion leaders and

popular accounts with their comments and coordinate such activity to create the notion

of a public’s relation selected issues and policies.

Further, Silva and Proksch (2021) find evidence that far-right parties are more likely

to benefit from malicious content being spread on Twitter and that far-right parties were

followed significantly more by fake accounts than left-wing accounts. The reason be-

hind artificially increasing followers’ base on Twitter is to make the followed accounts

more popular and increase the reach of their posts (Tucker et al., 2018). Based on

the above, the reason behind employing trolls to mention politicians or comment under

politicians posts is to create a notion of agreement with the politician statement or to

show support for the politician themselves (Woolley and Howard, 2018). As previously

described, fake accounts on Twitter, whether trolls and bots, tend to coordinate their ac-

tivity to increase reach of their message or the popularity of the politician. Hence, trolls
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could target politicians positively when they seek to support the politician and promote

their ideas or policies (Woolley and Howard, 2018). This will lead to general notion of

politician’s policy acceptance by other users on Twitter, it may also lead to promotion

of such policies as the Twitter algorithm would promote tweets or users who receive

large amount of likes, or responses on their posts.

Since Silva and Proksch (2021), Lewis and Marwick (2017), Borra et al. (2017), Gorwa

(2017) find right-wing parties tend to benefit or are targeted positively by social media

trolls and Zelenka (2022) finds three Czech trolls that display behaviour affiliated with

Czech right-wing parties, the expectations for troll behaviour on Czech Twitter would

also be that the trolls target more right-wing politicians, in order to promote right-wing

ideas and increase the popularity of politician. Since such behaviour would aim to sup-

port the politician, also the sentiment of the trolling messages would be expected to be

positive towards right-wing politicians. Similar scenario would also apply to the left-wing

trolls. That is, when trolls would seek to support left-wing politicians, they could com-

ment frequently and positively under their posts. In case a troll would promote right-

wing ideas and message positively about right-wing politicians, it would be expected

that they comments negatively under left-wing politicians posts. As documented by

Karatas and Saka (2017), employing such tactics detriments public discourse and may

lead to polarisation at least in the inline space.

H1: Whether politicians faces increased activity of political trolling depends on their

party ideology. The more right on the political scale, the more likely are politicians be-

ing targeted by trolls and disinformation.

H2: The troll mentions are more likely to be favourable towards right-wing politicians.
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4 Research Design and Analysis

4.1 Data

4.1.1 (DV) Targets of Political Trolling

To obtain measure of the which politicians and how much are exposed to political

trolling, first, the list of troll accounts was created. The trolls for the list were taken

from four sources, which will be explained below. In total, the list contains 70 accounts

(see Appendix A). Based on the list, the troll accounts, the trolls Twitter timeline activ-

ity was obtained using Twitter API and Tweepy library for Python (Roesslein, 2020).

The permissions to use official Twitter API were obtained by applying for Twitter De-

veloper account - Academic Research track, as this track provides various methods of

authentication for obtaining Twitter activity. Additional features that contain information

about trolls were obtained - the number of followers, published tweets, date of account

creation, and whether the account is protected or verified. These features were joined

separately to the trolls list as the information was obtained using different method due

to different Twitter authentication requirements. Second, list of politicians who were

elected as MP either in the last elections in October 2021 or previous elections October

2017 was created. That is 321 politicians in total from which 219 has Twitter account

(see Appendix B.1). The troll account responses were matched to political accounts to

obtain frequency of how many times were politicians on Twitter targeted by these troll

accounts. The process will be explained below.

4.1.2 Troll Accounts List

The list of troll accounts was compounded from four resources. Míková (2021) identifies

11 troll accounts operating under 10 most popular Czech Twitter accounts belonging to

a politician. After scraping the last 400 tweets of these popular politicians accounts and

their responses, using sentiment analysis she filters for only responses with negative

sentiment and for accounts which responded more than three times to a conversation
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or twice for various conversations. Then, she manually analysed the tweet responses

and removed angry users, users who responded often but in respectful manner, and ac-

counts whose responses were coherent and logical despite using swear words and rude

language. She identifies 8 accounts which tweet responses regularly, contain abusive

language and insults, try to provoke interaction, and their tweets seem to be nonsen-

sical. That means, for example, troll might only use emojis, photos, links, or slurs to

reply. She identifies other 3 accounts who may be trolls. Such accounts display the

same behaviour as the mentioned troll category, however, they also target other users

in their communication and it is unclear weather the accounts are interconnected with

other accounts. Since both categories show similar behaviour in regards to conversa-

tions under political accounts which follows the definition of troll (responses regularly,

contain abusive language and insults, try to provoke interaction) all 11 accounts will be

considered for the analysis. Example of such troll behaviour is shown in Figure 1 (1).

The current Czech MP, and former Minster of Commerce and Minister of Transport,

Karel Havlíček shares a tweet criticising current government bill that aims to decrease

inflation. The troll account @CapekCapekJiri responds: ”Go away you servile Bureš

muck!”. By Bureš, the troll refers to the alleged undercover name of the former PM

Andrej Babiš who was given such a name as an alleged agent StB (the secret police of

the communist Czechoslovakia before 1989).

Figure 1: Example of troll responses under the current Czech MP, Karel Havlíček

Second, as mentioned earlier, Zelenka (2022) writes about four anonymous popular ac-

counts on Twitter who often comment on political events and under political accounts.

Similar to Míková (2021) definition of troll, they respond regularly to conversation of
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others and they sometimes contain abusive language and insults. From trolls identified

by Míková (2021) they differ by popularity and having thousands of followers. Since

these accounts are popular, they also comment on non-political content and aim to

provide entertainment to their followers. These accounts were also anonymous un-

til April 2022 when Zelenka (2022) uncovered their identity and showed all four such

accounts are related to some extent either to current opposition party ANO or the gov-

erning coalition SPOLU (TOGETHER). Below (2) there is an example of now a former

Czech MP Mikuláš Peksa who engaged in a conversation under his own tweet. In his

response, he says the politicians should be capable to tell even unpleasant truth to peo-

ple. @VVetvicka responds: ”You are just a wretch full of problems. You are welcome,

you don’t have to pay me for the truth, my service is for free.”

Figure 2: Example of troll response to Pirate’s MP at the time, Mikuláš Peksa

Third, another investigation of disinformation community on Czech Twitter by Šlerka

(2021) showed 54% of these accounts recent tweets are responses to other conversa-

tions. Šlerka (2021) identifies 95 accounts who shared at least twice link to a website

that published disinformation about Covid-19. At the time of Šlerka (2021)’s data collec-

tion the Twitter accounts were engaging in spreading Covid-19 disinformation. During

his work Šlerka (2021) placed accounts included in his analysis to a Twitter public list

of accounts. That means, the activity of all users in the list may be viewed in one place.

Scrolling through both Šlerka (2021)’s lists of opinion leaders and users who spread dis-

information, their recent activity displayed in the list shows they also frequently tweet

about Russian aggression in Ukraine. The main goal of Šlerka (2021) investigation was
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to identify the most influential disinformation accounts. To do that, he uses so called

affinity index - a measure that seeks to show how influential is one account within a

target group it tries to reach. The measure compares the number of followers of an

account, the number of followers from the target group it tries to reach and the total

number of Czech Twitter users. He finds 14 accounts that show high affinity which

indicates they are the opinion leaders in the group. While the main goal of his analy-

sis was to identify influential accounts, Šlerka (2021) finds, the sample of 95 accounts

who shares disinformation and consists both of anonymous and real users, other than

responding to each other, also respond to politicians. The politician who responded

the most was the former Minister of Health, Adam Vojtěch, and the former PM, Andrej

Babiš. While Šlerka (2021) does not investigate further the nature of the responses to

politicians these accounts make, looking at their activity using the previously mentioned

Šlerka (2021)’s lists, their activity suggests they engage in trolling of political accounts.

The example in Figure 3 (3) shows how one these accounts comments under Czech

MP Twitter post criticising the lack of willingness to cut Russia from SWIFT at the be-

ginning of the war. @janka402 briefly responds:”Idiot...you are a real idiot.”

Figure 3: Example of troll-like response by disinformation account to a former MP,

Miroslav Kalousek

However, the accounts from Šlerka (2021)’s sample seem to engage in such trolling

like activities with less frequency than troll account’s from Míková (2021)’s and Zelenka

(2022)’s lists. For example, the rest of activity on @janka402 accounts shows the ac-

counts responds to variety of politicians, most with dubious content and frequently with

links to other websites, blogs, or posts which contain factually dubious content. Further,
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not all 95 accounts from Šlerka (2021) will be used for the analysis as Šlerka (2021) has

not released the whole dataset of his analysis (mainly omitting accounts which shared

less than 5 links to disinformation sites). He identifies 14 accounts as opinion lead-

ers giving their high affinity index and additional 26 accounts who shared more than 5

links to a disinformation site related to Covid-19. These accounts will be used as Šlerka

(2021) findings suggest, these account are the most active. One opinion leader account

out of Šlerka (2021)’ list of 40 will be removed, as this account belongs to a politician

Lubomír Volný. He was placed on the list mainly due to disinformation spreading on

his Twitter account and high affinity index. However, he was also an MP during 2017 -

2021 and appears on the list of politicians.

Fourth, Czech think-thank European Values developed a list of 52 disinformation web-

sites actively operating in Czechia. They identify disinformation website based on two

general criteria: the website’s editorial policy does not include the journalism ethics

and standards, their ownership structure and financing of the web is unclear, and the

content they share either includes proven disinformation or publishes personal opin-

ions as facts. The website must publish more than five articles per month and have on

average more than 2000 visits per month (Krátka Špalková et al., 2021). From their

list, 15 of such websites also have a Twitter account. While three of them seem to

be only automatic bots with almost no engagement, only serving to occasionally post

links to fake news articles, at least another three seem to be engaging in conversation

with politicians. The example below (4) shows an opposition MP at the time, Ivan Bar-

toš, tweeting about the Pirates’ party fight against corruption, debt, and inflation. The

response of @RealitaDne (”Day Reality”):”You for sure, you disgusting junkie”.

4.1.3 Politicians List

The Czech Parliament consists of 200 MPs. In order to obtain list of politicians who own

a Twitter account, both MPs before and after October 2021 elections were considered

as a potential target of trolls (see Appendix B.1). Using Python’s library BeautifulSoup,
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Figure 4: Example of troll-like response by disinformation website account to an oppo-

sition MP at the time, Ivan Bartoš

the both lists of MPs elected in 2017 and 2021 were obtained by scraping the Czech

Statistical Office website. For 321 MPs in total, it was manually checked that 219 MPs

owned a Twitter account. Their Twitter account names were then run through Twitter

API using Tweepy library to obtain their Twitter account ID, number of followers, and

date of creating of their account. This list contains both politicians who resigned and

those who replaced them during the term.

4.1.4 Ideology of Politician

To determine how Czech political parties and their member stand on the political scale

2019 Chapel Hill expert survey was used. The survey rates main Czech political parties

on left-right scale from 0-10 where 0-Extreme left, 5-Center, 10-Extreme right. (Seth

et al., 2020). During 2017 - 2021 election cycle, there were 8 MPs who changed their

political affiliation out of which six own a Twitter account. Only one account of these

was reelected in 2021 elections, therefore, the ideology of politician’s new party is used.

The other five politicians joined or established minor parties which are not part of the

2019 Chapel Hill measure. Therefore, the party affiliation from their 2017 election can-

didacy list will be used.

The 2019 Chapel Hill expert survey also provides a measure of party position towards

the EU. The measure is based on the party stance towards European integration 2019

and takes values on scale 0-7; 1-Strongly opposed, 4-Neutral, 7-Strongly in favor (Seth
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et al., 2020).

4.1.5 Control Variables

There are other factors which could make a troll to be active under political accounts.

For example, when a political account is popular, the message they tweet can have

wide reach and can be more likely to circulate on social media. For that reason, the

accounts that target politicians could focus on popular accounts. In order to account for

targeting by popularity, the number of followers each political account has will be used.

Still, this measure contains only how many followers each account had at the time of

data collection and it does not account for any popularity changes over the time.

Similarly, Another factor that could contribute to decisions what political accounts to

target could be number of tweets they post. While it might be the case that the politi-

cal account does not belong to the most popular ones, the user might publish Tweets

frequently, hence becoming a target rather than a politician who appears on Twitter

occasionally unnoticed by trolls.

Another factor that could contribute to decisions what political accounts to target could

be the popularity of a tweet itself. The tweet popularity is a sum of likes, responses,

quotes, and retweets the tweet received. While it might be the case that the politi-

cal account does not belong to the most popular ones, the user might publish a tweet

that receives many likes and retweets. As a consequence, this can boost the tweet

to become popular on the network and potentially attractive for distribution dubious

messages or harassment. All the measures - number of followers, number of tweets

by politician, and popularity of political tweet - were scraped in two stages using Twit-

ter API. The process of obtaining followers count and number of tweets is described

above in the Politicians list subsection, while the information about political tweet were

obtained while scraping tweets of politicians which is explained below.
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4.1.6 Troll Ideology

The ideology of the troll included list was manually checked. The trolls were split into

two groups - left or right - based on their latest (about 30 tweets to the past) activity

on their Twitter account timeline. Based on Lewis and Marwick (2017) list of far-right

groups commonly shared content, accounts that shared anti-LGBT, anti-feminist, con-

spiracy post were coded as right. Similarly, accounts who either publicly stated their

disagreement with left-wing parties or policies were coded as right wing. In contrast,

accounts that endorsed left-wing policies or explicitly manifested support for LGBT were

coded as left-wing.

4.1.7 Matching Troll Activity to Political Accounts

All timeline activity of a troll user going back to 3,200 tweets was obtained using the

Twitter API and Tweepy library for Python (Roesslein, 2020). The advantage of scrap-

ing Twitter timelines is that the process is more time efficient, however, allows going

back only 3,200 tweets of activity to the past for one account and some of the troll ac-

counts tweeted with such frequency that this limit was exceeded. In order to obtain

timeline activity for such accounts, different approach was used - using Twitter API di-

rectly without the Tweepy library and with a different authentication method. All 70 troll

accounts from the list were inputted for scraping and 37 returned results. Out of the 33

which were not scraped, 5 was either locked (inaccessible by other users or those who

want to scrap information about the account) or suspended by Twitter. The rest of the

accounts (28) were not scrapped due to mismatch of troll IDs in the trolls list and the

actual troll account ids discovered in the late phase of the project. The mismatch was

created due to automatic change by Excel of the last number of integer longer than 15

digits (helenclu). That means, the troll author ID number’s last 4 digits automatically

change to 0. These changes are automatic and random both in excel and csv formats.

In total, 170,064 tweets of troll activity were obtained between 1st May 2021 and 13th

May 2022, out of which 9,340 mentioned a political account from the list 219 politicians

who have Twitter. 102 politicians by targeted at least once by troll.
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The troll timeline activity includes users’ original tweets and also retweets, quoted tweets,

shared urls, or media, and responses to other conversation. The scraped troll accounts

tweets were filtered for responses to conversations and to mentions on their timeline.

For example, if a troll account posted in a conversation under political account, such re-

sponse is recorded as one mention of a political account. At the same response tweet,

more politicians can be mentioned. However, this usually happens if the troll account

response to a politicians who retweets or quotes another political account (see exam-

ple below 5). Therefore, the second, third, or fourth mention made by troll can be a

mention that does not target the political account in question, such mentions are only

recorded as a part of the response to the political account which created the tweet. That

means, such additional mentions do not appear due to troll targeting but due to Twitter

API settings. The example below shows a response from troll @Mengele85170837 to

Karel Havlíček, who is now an opposition MP from ANO party. While the first mention

clearly indicates the troll responds to the politician who posted the original tweet, it also

shows a second mention belongs to another politician Andrej Babiš who is mentioned,

however, is not the author of the tweet.

Figure 5: Example of various mentions by troll where only the first one responds to

political tweet author
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For that reason, when a troll posts under a political conversation, the political account

who is mentioned first is considered as a targeted. Further, those tweets produced by

trolls which are not responses to conversation can still target political accounts. For ex-

ample, when a troll accounts tweets for their followers and mentions political account.

To capture such activity, the data were filtered for tweets which are not responses,

nonetheless, contain political account mentions. In this case, all mentions were con-

sidered. In contrast, if the troll account retweeted or quoted content of a politician, such

mentions through retweet are omitted. The reason for not using the retweets and quotes

where politician was not mentioned, it means the account who quoted or retweeted did

not intend comment on the politician with intention to get a response. In other words,

when a retweet or a quote is made, it appears on the troll timeline reaching mainly troll’s

followers. While the troll may comment negatively or positively on the political tweet,

the politician or other users outside troll’s network may not even notice of such troll ac-

tivity. Finally, The troll activity dataset contains information about who these accounts

mentioned and the ID of the conversation it was responded to. Then, the dataset of

219 political accounts was matched with troll account activity.

One of the potential pitfalls of such matching is the Twitter blocking function. This func-

tion enables Twitters users to block activity of other accounts on towards their account.

This means, when a user decides to block another user, the block account cannot see,

nor respond, or mention the other account. While the answers or mentions still re-

main publicly on display, the blocking functions limit any future interaction between the

users. For instance, one could still see tweets posted by troll accounts under a political

account in a conversation. However, when the troll account is blocked by the politician,

the troll account can no longer respond or mention them. The example below shows a

troll activity towards two politicians - Petr Fiala and Petr Gazdík. The troll themselves

mentioned that they have been blocked by both politicians, therefore, there are no more

mentions for Petr Gazdík after 4th April 2022 and no mentions of Petr Fiala after 5th

May 2022 (see figure below 6).
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Figure 6: Petr Gazdik and Petr Fiala targeted by twitter troll Mrdamtwitr

4.1.8 Matching Troll Activity to Information about Political Accounts

The 9,340 troll tweets which targeted political accounts were matched with data contain-

ing information about the account and the tweet they targeted. First, the troll-produced

messages where matched with political accounts activity using the conversation IDs.

That is, when a tweet is published by a politician, it receives a unique ID - conversation

ID. If troll responds to politician’s tweet, their reply will contain exactly this conversation

ID recorder with the their troll message. In order to obtain the political activity to which

was possible to respond, 91,587 of political tweets were scraped using both timeline

scrap method and the method that scraps historical data and uses different authentica-

tion method.

In order to create the dataset with 9,340 tweets and information from 91,587 politi-

cal tweets they could have targeted, three joins were performed. First, the troll account

could be responding to the politician directly under their post, hence, such troll response

was joined using the previously mentioned conversation ID and to avoid duplication, the

username of the political account targeted was added to the joining keys as well. How-

ever, the troll dataset also contained direct mention of politician troll original tweets.

These responses were added to the response dataset leaving the information about

political tweet empty. Additionally, there were also mentions which were responses to

24

C
E

U
eT

D
C

ol
le

ct
io

n



a political tweet, however, the tweet had been deleted. For that reason, conversation

ID of political tweet did not exist and the could not be joined with troll targeting tweet.

After joining the features of political tweets, the information about political accounts - the

number of followers, tweets and when the political account was created - were joined

to the troll replies dataset.

4.1.9 (DV) Sentiment of Troll Activity

The 9,340 troll texts that targeted political accounts with direct mentions or replies to

political conversation were analysed using python’s Sentiment Vader which is part of

the NLTK library (Hutto and Gilbert, 2014). The Tweets were first translated to English

using API connected to the Google Translator. To avoid loosing texts which contained

only emojis (e.g. smilies, or vomiting emojis) that are analysed as object that carry

sentiment value, emojis were first separated and then joined with the English text.

The reason for translation is that the Sentiment Vader library runs on English lexicon

that rates words with different sentiment values. However, the NLTK library does not

include lexicon in Czech language, therefore, the text were translated to English (see

Appendix 7). However, as the troll activity is not always translatable, for example, by

using slur words or compounds of Czech words that are meant to offend, the English

lexicon was enriched by sentiment scores for these typical Czech swear words and

other frequently used words that could not be translated but carried a sentiment value.

The words for additional sentiment scoring were selected by manually analysing 3,000

rows out of 9,340 rows of translated text. For example, often used word which is not a

slur but carries negative connotations is ”Anofert”. It means to say that the ANO party is

part of Andrej Babiš formerly owned Agrofert. Since Vader lexicon rates words between

-4.0 to 4.0 (negative to positive where 0 us neutral) (Ma, 2020), words like Anofert were

coded as -1.0, whereas other more serious slurs were coded as more negative. Ap-

plying the extended lexicon to the sentiment analysis, 274 tweets moved to negative

sentiment category (see Appendix 8).
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4.2 Analysis

First, the dataset was aggregated to the politician-troll level. That means, each of 219

politicians on the list was matched with 37 trolls, and the count of how many time the

troll targeted politician was obtained. However, this aggregation turned to be prob-

lematic as the ideology measure from 2019 Chapel Hill expert dataset was obtained

on a party level. Hence, the ideology observations were repeated which violated the

regression assumption of independent observations. The solution for the issue could

be ideological scaling per politician using models which analyse text such as (Huang,

2017), however, due to the limited time, this method could not be used. Therefore, the

dataset was aggregated to politician level. That means, for each politician the number

of times they were targeted by right wing troll, left wing troll, and was the sentiment of

the messages posted by right wing and left wing trolls. The measures for number of fol-

lowers and tweets per politician were used in log version (see Appendix for comparison

D). The models were run using Python’s open source module Statsmodels (Seabold

and Perktold, 2010).

4.2.1 Dependent Variable - Frequency of Targeting

The dependent variable - frequency of politician being targeted by right-wing troll - fol-

lowed the Poission distribution. Hence, the Posisson regression model for discrete

counts was run first. However, the check for overdispersion showed values much larger

than 0, 21.29. That means, it is more suitable to use negative binomial model. Since

the sample contained 124 observation with zero on the dependent variable, that is,

124 politicians were not targeted by right-wing troll, the check whether to use zero in-

flated negative binomial model was conducted. Using definition of zero inflated sample

check by (Lüdecke et al., 2021), first, the negative binomial model was fitted to the

whole dataset and then run again to make prediction for the dependent variable. All

predictions with value <0.8 were considered as zeros. In total, the model predicted

103 zeros which is less than the observed 124 zeros. By (Lüdecke et al., 2021) def-

inition, the model should be, therefore, considered zero inflated as the amount of 0
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predicted was lower than the amount of 0 observed and the model underfitted zeros.

While Python’s module Statsmodels offers option of applying negative binomial model

with inflated zeros, the implementation turned to be timely inefficient as the elementary

set up of the formula entering the model allows only one independent variable input

without controls. Two-step approach was applied instead (Hendershot).

First, binomial model was run on a newly created variable targeted with 0 for when

politician was not targeted by right-wing troll and 1 for when the politician was targeted.

While in the first step the control variable for political tweet popularity could not be

used due to loss of observations, using only cases were politicians were targeted in the

second model, this control was applied. Additionally, in regards to (Analytics) recom-

mended checks, the OLS (see Appendix for results table (F.1) and residuals (15)) and

simple negative binomial models were run (see Appendix for results table (F.2) and and

residuals (16)).

The first binomial model reports positive relationship between being targeted by right-

wing troll - original values of ideology range between 0-10, where 0 - extreme left, 10 -

extreme right.
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Dep. Variable: target No. Observations: 219

Model: GLM Df Residuals: 214

Model Family: Binomial Df Model: 4

Link Function: Logit Scale: 1.0000

Method: IRLS Log-Likelihood: -86.732

Date: Tue, 07 Jun 2022 Deviance: 173.46

Time: 18:30:25 Pearson chi2: 166.

No. Iterations: 10 Pseudo R-squ. (CS): 0.4382

Covariance Type: nonrobust

coef std err z P> |z| [0.025 0.975]

Intercept -6.1767 1.076 -5.740 0.000 -8.286 -4.068

Political Ideology 0.1950 0.110 1.777 0.076 -0.020 0.410

Sum Tweets Left Trolls 1.0004 0.318 3.149 0.002 0.378 1.623

Politician Followers Log 0.1186 0.153 0.773 0.440 -0.182 0.419

Politician All Tweets Log 0.5953 0.172 3.461 0.001 0.258 0.932

Table 1: First Stage: Results of Binomial Regression

That is, the more to the right, more likely to be targeted by right-wing troll. The re-

ported with for such relationship is p-value .076 (see Table 1 and Appendix for residuals

plot 17). The second model (see Table 2 and Appendix for residuals plot 18) shows

there is a significant positive relationship between the number of tweets produced by

right wing troll and unit increase of ideology to the right with p-value .000. While the

there is also positive relationship between right-wing and left-wing troll produced tweets

with p-value .060 in the second model, the coefficient value for left-wing trolling tweets

is low comparison to other coefficients.
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Dep. Variable: Sum Tweets Right Trolls No. Observations: 95

Model: GLM Df Residuals: 89

Model Family: NegativeBinomial Df Model: 5

Link Function: Log Scale: 1.0000

Method: IRLS Log-Likelihood: -347.81

Date: Tue, 07 Jun 2022 Deviance: 90.017

Time: 18:35:20 Pearson chi2: 138.

No. Iterations: 100 Pseudo R-squ. (CS): 0.7883

Covariance Type: nonrobust

coef std err z P> |z| [0.025 0.975]

Intercept -5.9330 0.777 -7.632 0.000 -7.457 -4.409

Political Ideology 0.2453 0.066 3.721 0.000 0.116 0.374

Sum Tweets Left Trolls 0.0045 0.002 1.883 0.060 -0.000 0.009

Politician Followers Log 0.8282 0.102 8.119 0.000 0.628 1.028

Politician All Tweets Log 0.1950 0.100 1.942 0.052 -0.002 0.392

Politician Tweet Popularity Log -0.1760 0.058 -3.054 0.002 -0.289 -0.063

Table 2: Second Stage: Results of Negative Binomial Regression

4.2.2 Dependent Variable - Sentiment of Right-wing Troll Tweets

Since the sentiment variable followed normal distribution, OLS method was used. While

the relationship between ideology and tweet sentiment is positive, the relationship is not

significant with p-value .891 (see Table 3 and Appendix for residuals plot 19).
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Dep. Variable: Sentiment Right Trolls R-squared: 0.085

Model: OLS Adj. R-squared: 0.044

Method: Least Squares F-statistic: 2.081

Date: Tue, 07 Jun 2022 Prob (F-statistic): 0.0898

Time: 20:55:27 Log-Likelihood: -8.7966

No. Observations: 95 AIC: 27.59

Df Residuals: 90 BIC: 40.36

Df Model: 4

Covariance Type: nonrobust

coef std err t P> |t| [0.025 0.975]

Intercept -0.4358 0.185 -2.357 0.021 -0.803 -0.069

Political Ideology 0.0023 0.017 0.138 0.891 -0.031 0.035

Politician Followers Log -0.0174 0.026 -0.683 0.496 -0.068 0.033

Politician All Tweets Log 0.0573 0.025 2.279 0.025 0.007 0.107

Politician Tweet Popularity Log 0.0087 0.014 0.604 0.547 -0.020 0.037

Omnibus: 0.116 Durbin-Watson: 1.939

Prob(Omnibus): 0.944 Jarque-Bera (JB): 0.009

Skew: 0.024 Prob(JB): 0.995

Kurtosis: 2.999 Cond. No. 99.0

Table 3: Sentiment of Right Wing Trolls Messages Results

While the H1 was confirmed - the more to the right, the more mentions politician

receives by right-wing trolls, the H2 was rejected - there is a positive relationship be-

tween ideology and the tweet sentiment being positive, however, this relationship is not

significant.

For both dependent variables, the sentiment of targeting tweet and the frequency of

targeting, the OLS and two step zero inflated negative binomial models were run on

the desegregated data where assumption of observations independence violated were
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run (see Appendix E ).

5 Discussion

Similarly to what Silva and Proksch (2021), Lewis and Marwick (2017), Borra et al.

(2017), Gorwa (2017) describe, Czech right-wing politicians are more likely to be tar-

geted by trolls, mainly right wing trolls. This could mean, also trolls on Czech Twitter

target right-wing politicians more to increase popularity of their message or account.

However, there are limitations to findings of this paper and will be discussed below.

5.1 Limitations

Both ideology measure for political account and troll accounts could be improved by

using text-analysis tools. For example, using Wordfish (Huang, 2017) both political

tweets and trolls tweets could be run in the model which would place each accounts’

text on a scale. Therefore, the whole sample all of 9,340 observation in less aggregated

level could be analysed without violation the assumption of observations independence.

Similarly, both troll and political tweets topics could have been obtained to determine

weather troll targeted politicians who mention specific topics.

The list of trolls could be extended not only by using Excel non-changed troll account

IDs but using Borra et al. (2017) guide how to identify troll behaviour on Twitter. He

develops a method how to identify troll behaviour from random sample of tweets per

controversial topics. Therefore, the troll sample could be larger than 70 troll accounts.

Additionally, this method could have been used regularly to obtain historical data on

troll behaviour. For example, after the data collection for this paper finished, the troll

account Mrdamtwitr was suspended. While the responses to political accounts by this

account still exists when searching for the political tweet, looking at the account itself,

all its activity became inaccessible. By obtaining months, even years of data, one would

be able to track weather troll activity and motivations change before or after elections.
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Additionally, combing both approaches - improving the sample of trolls collected and the

measure of their ideology - could improve the proportion of right-wing and left-wing trolls

in the sample. That is, to collect such sample that is independent from pre-determined

list and using ideological-scaling based on troll’s tweets.

Also, the sentiment score could be improved by extended the lexicon by all the words

in the sample that had not been translated. A better translation method such as using

DeepL API could be employed.

5.2 Future Research

In the case of Czechia, mainly two other explanations for why politicians would be tar-

geted by trolls on Twitter offer offer themselves - international hybrid warfare, and pre-

election campaigning.

Disinformation campaign originating from foreign actors seek to influence election out-

comes which then may lead to destabilisation of democracies (Baum et al., 2017). Such

concerns have been also raised by the Czech security services and the government,

with special caution to the Russian disinformation campaign (Eberle and Daniel, 2019).

Political trolling is also a tool of international hybrid warfare to discredit public personas

and influence domestic politics by foreign actors. In line what Syrovátka and Šefčíková

(2021) claim, targeting pro-EU politicians could mean the trolls are used as tool of hybrid

warfare, Russian disinformation campaign, to attack pro-Western parties. Targeting

West oriented, pro-European, pro-NATO parties that vary on political spectrum may

suggests foreign political actors may be behind trolling and the goal of such activity

would be to influence the elections. Therefore, future research could focus on the role

pro-EU stance of politician or party plays in targeting politicians by trolls. As mentioned

above, analysing text both of troll and politicians for topics they mention, the future re-

search could focus on which topics attract trolls and of EU, NATO or mentions of other
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institutions inflate the frequency of targeting.

As mentioned before, using trolls to discredit opponents have been used by domes-

tic political actors in the Netherlands (Borra et al., 2017) or Poland (Gorwa, 2017), or

Ukraine (Zhdanova and Orlova, 2018). While Czechia was heading towards its par-

liamentary elections in October 2021, a group of volunteers that monitors circulation

of disinformation in Czech online space, Czech Elves, reported increased targeting

of the opposition parties with disinformation (Čeští elfové, 2021a,b). It may be the

case that using trolls could be a tool of pre-election campaigning, as in the case of in

the 2012 South Korean presidential election (Keller et al., 2020). After the US 2016

Presidential Election, activity of some of the Twitter accounts responsible for spread-

ing disinformation decreased after the election (Hindman and Barash, 2018). Hence,

using trolls merely as tool of political campaign prior to the elections with intend dam-

age the rival parties with harassment or disinformation, would be observed less after

the elections, as party spending on the campaign and effort to win over the opposing

sides decreases once the elections are over. Therefore, future reach could investigate

whether the trolling activity could have been motivated by the upcoming elections and

used as tool of campaigning strategy.

6 Conclusion

Social media are platforms where spread of online disinformation can thrive. There are

various means how to proliferate disinformation, nonetheless, this paper focuses on

explaining the phenomena of political trolling on Czech Twitter. Previous investigative

reports or initial studies showed the trolls are active and may even target Czech politi-

cal accounts. However, the patters in troll behaviour were unclear. Previous findings of

Silva and Proksch (2021), Gorwa (2017) indicate that right-wing parties receive more

trolling activity than left-wing politicians. At the same time, the sentiment of the right-

wing trolls toward right-wing politicians is more positive than towards left-wing politicians
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(Borra et al., 2017). The reasons behind employing trolls in regards to ideology include

not only promotion of right-wing ideas and policies but also changing the narrative of

public debate for right-wing policies to look generally preferred and accepted by public

(Lewis and Marwick, 2017) which may lead to polarisation at least on the social media

platform (Karatas and Saka, 2017). Therefore, the paper aimed to analyse whether

trolls may be motivated by ideology when targeting politicians and target more right-

wing politicians and what is the sentiment of such messages.

The results show, on line with the hypothesis, that the more right-wing Czech politi-

cian is, they receive more mentions and responses to their tweets. While the more to

the right on political scale, the sentiment grows positive, the relationship is not signif-

icant. In line what was found in other countries about troll behaviour on Twitter (Silva

and Proksch, 2021, Lewis and Marwick, 2017, Borra et al., 2017, Gorwa, 2017), the

results indicate also Czech trolls target right-wing politicians more to increase popu-

larity of their message or the political account. However, there are limitations to the

findings, such as imbalanced troll sample by ideology, aggregated level of the data, or

translation to English required for sentiment analysis on Czech tweets. There are other

explanations which might explain troll activity on Czech Twitter. This might employing

trolls as tool for political campaign prior to the October 2021 parliamentary elections.

Trolls could also be used by foreign actors as tool of international hybrid warfare. Fur-

ther research is needed to explain whether these factors could play role in troll activity

motivation towards Czech politicians.
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8 2537423236 Mrdamtwitr Yes Troll MA_Thesis Mrdamtwitr 2537423236 24 FALSE FALSE 2014-05-09 17:15:51+00:00 Mrdamtwitr right
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10 1320690212310274048 Mengele85170837 Yes Troll MA_Thesis Mengele85170837 1320690212310274048 5 FALSE FALSE 2020-10-26 11:34:36+00:00 Mengele85170837 unknown

11 1023039085 ZarkoRaptor Yes User Newspaper Article - Investigative ZarkoRaptor 1023039085 312 FALSE FALSE 2012-12-19 22:37:00+00:00 unknown

12 1035999857134235648 Lukas Pollert Yes User Investigative Jounalism pollert11 1035999857134235649 10670 FALSE FALSE 2018-09-01 21:16:28+00:00 Lukas Pollert righ

13 894454156647333888 Konspiracni Praxe Yes User Investigative Jounalism Konspraxe 894454156647333888 1186 FALSE FALSE 2017-08-07 07:04:23+00:00 Konspiracni Praxe unknown

14 1226962731057795072 Petr Vittvar Yes User Investigative Jounalism IVittvar 1226962731057795072 1428 FALSE TRUE 2020-02-10 20:15:04+00:00 Petr Vittvar unknown

15 1239302803832668160 Kilgore Trout Yes User Investigative Jounalism JohnGal72674903 1239302803832668161 1791 FALSE FALSE 2020-03-15 21:30:01+00:00 Kilgore Trout right

16 1381475947036180480 Petr Unger Locked User Investigative Jounalism CzUnger 1381475947036180481 847 FALSE TRUE 2021-04-12 05:15:38+00:00 Petr Unger right

17 1387677025511657472 Irish terrier,Czech republic Locked User Investigative Jounalism tarot_dog 1387677025511657473 1242 FALSE TRUE 2021-04-29 07:56:20+00:00 Irish terrier,Czech republic unknown

18 1453704807110348800 Neomarxistická Svině Yes User Investigative Jounalism neo_svine 1453704807110348806 929 FALSE FALSE 2021-10-28 12:47:13+00:00 Neomarxistická Svině left

19 1484006172 Roman Maly Yes User Investigative Jounalism MatesRoman 1484006172 834 FALSE TRUE 2013-06-05 04:16:49+00:00 Roman Maly right

20 248865181 David Zahumenský Yes User Investigative Jounalism dzahumensky 248865181 1703 FALSE FALSE 2011-02-07 21:57:07+00:00 David Zahumenský unknown

21 2494141045 JITA Splítková���� �� Yes User Investigative Jounalism VasagitaS 2494141045 3259 FALSE FALSE 2014-05-14 12:26:19+00:00 JITA Splítková���� �� right

22 388565021 Tomas Nielsen Yes User Investigative Jounalism TomasNielsen1 388565021 4747 FALSE FALSE 2011-10-10 23:41:22+00:00 Tomas Nielsen right

23 815926165261221888 Ivana Melkusova Yes User Investigative Jounalism MelkusovaIvana 815926165261221890 2395 FALSE FALSE 2017-01-02 14:22:11+00:00 Ivana Melkusova right

24 939530238 Jana Bobošíková Yes User Investigative Jounalism Bobosikova 939530238 2675 FALSE FALSE 2012-11-10 17:32:18+00:00 Jana Bobošíková right

25 955041243188297728 Nedy Yes User Investigative Jounalism NedyNadija 955041243188297728 1551 FALSE FALSE 2018-01-21 11:35:51+00:00 Nedy left

26 1421847885193400320 Richard Siemko Yes User Investigative Jounalism RSiemko 1421847885193400321 258 FALSE FALSE 2021-08-01 14:59:36+00:00 Richard Siemko unknown

27 1408159709371289600 Linsee84 Yes User Investigative Jounalism Linsee841 1408159709371289601 4 FALSE FALSE 2021-06-24 20:26:59+00:00 Linsee84 unknown

28 1368541387235409920 Noční můra Yes User Investigative Jounalism Marakua111 1368541387235409923 20 FALSE FALSE 2021-03-07 12:37:56+00:00 Noční můra right

29 1358890652659044352 Btctsla Yes User Investigative Jounalism Btctsla1 1358890652659044362 12 FALSE FALSE 2021-02-08 21:30:57+00:00 Btctsla right

30 1349471658315304960 Sancho Panza� ����������� Yes User Investigative Jounalism SanchoCascajo 1349471658315304961 115 FALSE FALSE 2021-01-13 21:41:41+00:00 Sancho Panza� ����������� right

31 1340356128266477568 DE-PRESCRIBING PHARMACIST Yes User Investigative Jounalism Davidech17 1340356128266477571 58 FALSE FALSE 2020-12-19 18:00:21+00:00 DE-PRESCRIBING PHARMACIST right

32 1272397827931504640 Patrik Kučera Yes User Investigative Jounalism PatrikKuera6 1272397827931504641 8 FALSE FALSE 2020-06-15 05:17:53+00:00 Patrik Kučera unknown

33 1245329220085170176 Tomas Yes User Investigative Jounalism Tomas48147122 1245329220085170176 59 FALSE FALSE 2020-04-01 12:36:49+00:00 Tomas unknown

34 1228718045905985536 Jarda U Yes User Investigative Jounalism jarda_u 1228718045905985536 329 FALSE FALSE 2020-02-15 16:30:06+00:00 Jarda U right

35 1215286306953224192 Vítězslav Novotný Yes User Investigative Jounalism VtzslavNovotn1 1215286306953224192 629 FALSE FALSE 2020-01-09 14:57:30+00:00 Vítězslav Novotný right

36 997853855705681920 Michaela Pírková Yes User Investigative Jounalism MicaelaPirkova 997853855705681921 535 FALSE FALSE 2018-05-19 14:57:53+00:00 Michaela Pírková right

37 930746503701909504 Lubomír Volný - VOLNÝ blok Yes Politician Investigative Jounalism lubomir_volny 930746503701909504 6708 FALSE FALSE 2017-11-15 10:37:13+00:00 Lubomír Volný - VOLNÝ blok right

38 876547390827843584 Ivan Yes User Investigative Jounalism Ivan55744544 876547390827843584 284 FALSE FALSE 2017-06-18 21:09:18+00:00 Ivan unknown

39 859418324442152960 Iva Zikešová Yes User Investigative Jounalism ivazikii 859418324442152961 303 FALSE FALSE 2017-05-02 14:44:30+00:00 Iva Zikešová unknown

40 837577458404712448 Marie Švédová Yes User Investigative Jounalism MarieSvedova 837577458404712448 60 FALSE FALSE 2017-03-03 08:16:42+00:00 Marie Švédová right

41 834412088915349504 MA3X7 Yes User Investigative Jounalism MA3X8 834412088915349504 287 FALSE FALSE 2017-02-22 14:38:39+00:00 MA3X7 unknown

42 724167969585115136 Jana Hrušková Yes User Investigative Jounalism janka402 724167969585115136 117 FALSE FALSE 2016-04-24 09:27:53+00:00 Jana Hrušková right

43 4726367657 milada krajíčková Yes User Investigative Jounalism AmritaJa 4726367657 43 FALSE FALSE 2016-01-06 16:47:09+00:00 milada krajíčková unknown

44 3226345085 josch265 Yes User Investigative Jounalism josch265 3226345085 82 FALSE FALSE 2015-05-01 15:13:19+00:00 josch265 right

45 1719042619 Jan Kysel Yes User Investigative Jounalism JanKysel 1719042619 19 FALSE FALSE 2013-09-01 13:17:17+00:00 Jan Kysel unknown

46 1669281894 Kamil Papežík Yes User Investigative Jounalism KamilPapezik 1669281894 43 FALSE FALSE 2013-08-14 02:42:55+00:00 Kamil Papežík right

47 1384632433 Petr Yes User Investigative Jounalism Petr99041589 1384632433 9 FALSE FALSE 2013-04-27 14:39:44+00:00 Petr unknown

48 566368379 Vasil Zelenák Yes User Investigative Jounalism 0Vasil 566368379 9 FALSE FALSE 2012-04-29 14:54:59+00:00 Vasil Zelenák unknown

49 114301066 veronika Yes User Investigative Jounalism zubacova 114301066 117 FALSE FALSE 2010-02-14 22:50:03+00:00 veronika right

50 432380933 ac24 Yes Web EV_report AC24cz 432380933 2817 FALSE FALSE 2011-12-09 10:14:48+00:00 ac24 unknown

51 3300475865 Aeronet Yes Web EV_report aeronet_cz 3300475865 2255 FALSE FALSE 2015-05-27 14:36:44+00:00 Aeronet unknown

52 2520113888 Anarchisticka Federace Yes Web EV_report afederace 2520113888 1767 FALSE FALSE 2014-05-24 10:36:02+00:00 Anarchisticka Federace unknown

53 4514360315 C�asopis S�ifra Yes Web EV_report casopis_sifra 4514360315 175 FALSE FALSE 2015-12-17 13:49:26+00:00 C�asopis S�ifra unknown

54 1073959114395533312 Narodni Noviny Yes Web EV_report NarodniNoviny 1073959114395533313 281 FALSE FALSE 2018-12-15 15:13:00+00:00 Narodni Noviny unknown

55 716931722068303872 Nejvic Info Yes Web EV_report nejvicinfo 716931722068303872 3 FALSE FALSE 2016-04-04 10:13:37+00:00 Nejvic Info unknown

56 349050864 Parlamentni Listy Yes Web EV_report parlamentky_cz 349050864 6646 FALSE FALSE 2011-08-05 13:18:34+00:00 Parlamentni Listy unknown

57 966901314 Pravy prostor Yes Web EV_report pravyprostor 966901314 690 FALSE FALSE 2012-11-23 22:01:39+00:00 Pravy prostor right

58 1323081480 Protiproud Yes Web EV_report Protiproud 1323081480 1584 FALSE FALSE 2013-04-02 19:11:05+00:00 Protiproud unknown

59 3298978576 Realita dne Yes Web EV_report RealitaDne 3298978576 898 FALSE FALSE 2015-05-26 07:53:52+00:00 Realita dne unknown

60 401374610 Reformy.cz Yes Web EV_report ReformyCZ 401374610 470 FALSE FALSE 2011-10-30 13:08:22+00:00 Reformy.cz unknown

61 29321965 Ve�k sve�tla Yes Web EV_report osud 29321965 345 FALSE TRUE 2009-04-06 23:14:52+00:00 Ve�k sve�tla unknown

62 3169820787 VIP noviny Yes Web EV_report VipNoviny 3169820787 16 FALSE FALSE 2015-04-15 12:05:05+00:00 VIP noviny unknown

63 883255556261236736 Vlastenecke Noviny Yes Web EV_report velicka_radek 883255556261236736 91 FALSE FALSE 2017-07-07 09:25:09+00:00 Vlastenecke Noviny right

64 3042273185 dojnice Yes User Newspaper Article - Investigative dojnice 3042273185 36573 FALSE FALSE 2015-02-17 11:00:02+00:00 dojnice right

65 975641897350942720 jietienming Yes User Newspaper Article - Investigative jietienming 975641897350942720 55192 FALSE FALSE 2018-03-19 07:55:29+00:00 jietienming right

66 485539869 vvetvicka Yes User Newspaper Article - Investigative VVetvicka 485539869 17066 FALSE FALSE 2012-02-07 09:35:44+00:00 vvetvicka right

67 1316388026835259392 Jsem Zdesena Yes User Newspaper Article - Investigative JZdesena 1316388026835259393 3813 FALSE FALSE 2020-10-14 14:39:15+00:00 Jsem Zdesena unknown
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B.1 Politicians with Twitter
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B.2 Politicians without Twitter
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C Sentiment Analysis

C.1 Example of Translated Aata

Figure 7: Original Text in Czech and Translated Text

C.2 Comparison of Original and Extended Lexicon

Figure 8: Sentiment Category, Original and Extended Lexicon
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D Figures

D.1 Comparison of Original and Log Measures

Figure 9: Count of Political Ac-

count Followers

Figure 10: Count of Political Ac-

count Followers Log

Figure 11: Count of Political Ac-

count Tweets

Figure 12: Count of Political Ac-

count Tweets log
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Figure 13: Political tweet popular-

ity responded by right wing trolls

Figure 14: Log of political tweet

popularity responded by right wing

trolls
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E Results: Less Aggregated Data

E.1 DV: Sentiment of Tweet Produced by Troll

Dep. Variable: Sentiment Score R-squared: 0.031

Model: OLS Adj. R-squared: 0.021

Method: Least Squares F-statistic: 3.178

Date: Mon, 06 Jun 2022 Prob (F-statistic): 0.00446

Time: 23:42:48 Log-Likelihood: -231.51

No. Observations: 606 AIC: 477.0

Df Residuals: 599 BIC: 507.9

Df Model: 6

Covariance Type: nonrobust
coef std err t P> |t| [0.025 0.975]

Intercept -0.3735 0.157 -2.374 0.018 -0.682 -0.065

Troll Ideo Binary)[T.right] 0.0925 0.139 0.667 0.505 -0.180 0.365

Politician Ideology 0.0139 0.022 0.642 0.521 -0.029 0.056

Troll Ideo Binary)[T.right]:Politician Ideology -0.0050 0.024 -0.214 0.831 -0.051 0.041

Politician Followers Log 0.0123 0.010 1.238 0.216 -0.007 0.032

Politician All Tweets Log 0.0170 0.014 1.211 0.226 -0.011 0.045

Politician Tweet Popularity Log -0.0147 0.005 -2.886 0.004 -0.025 -0.005

Table 4: Results: OLS Model for DV - Sentiment of Troll Tweet on Least Aggregated

Data
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E.2 DV: Number of Targeting Tweets Produced by Troll, First Step

- Binomial

Dep. Variable: targeted No. Observations: 8108

Model: GLM Df Residuals: 8102

Model Family: Binomial Df Model: 5

Link Function: Logit Scale: 1.0000

Method: IRLS Log-Likelihood: -1651.3

Date: Tue, 07 Jun 2022 Deviance: 3302.6

Time: 19:00:52 Pearson chi2: 6.02e+03

No. Iterations: 7 Pseudo R-squ. (CS): 0.1167

Covariance Type: nonrobust
coef std err z P> |z| [0.025 0.975]

Intercept -6.6909 0.440 -15.218 0.000 -7.553 -5.829

Troll Ideo Binary)[T.right] -1.8522 0.417 -4.445 0.000 -2.669 -1.035

Political Ideology -0.0845 0.064 -1.324 0.185 -0.210 0.041

Troll Ideo Binary)[T.right]:Political Ideology 0.1977 0.070 2.831 0.005 0.061 0.335

Politician Followers Log 0.4305 0.031 13.999 0.000 0.370 0.491

Politician All Tweets Log 0.2485 0.042 5.948 0.000 0.167 0.330

Table 5: Results: Binomial Model for DV - Target (or Not) Least Aggregated Data
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E.3 DV: Number of Targeting Tweets Produced by Troll, Second

Stage - Negative Binomial

Dep. Variable: Sum Tweets Troll Targeted No. Observations: 606

Model: GLM Df Residuals: 600

Model Family: NegativeBinomial Df Model: 5

Link Function: Log Scale: 1.0000

Method: IRLS Log-Likelihood: -1685.8

Date: Tue, 07 Jun 2022 Deviance: 736.47

Time: 19:04:58 Pearson chi2: 1.95e+03

No. Iterations: 11 Pseudo R-squ. (CS): 0.3012

Covariance Type: nonrobust

coef std err z P> |z| [0.025 0.975]

Intercept -0.6316 0.490 -1.288 0.198 -1.593 0.329

Troll Ideo Binary)[T.right] -2.4047 0.423 -5.681 0.000 -3.234 -1.575

Political Ideology -0.2202 0.066 -3.333 0.001 -0.350 -0.091

Troll Ideo Binary)[T.right]:Political Ideology 0.3363 0.072 4.645 0.000 0.194 0.478

Politician Followers Log 0.2147 0.030 7.071 0.000 0.155 0.274

Politician All Tweets Log 0.2312 0.044 5.233 0.000 0.145 0.318

Table 6: Results: Negative Binomial Model for DV - Sum of Troll Least Aggregated

Data
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F Results: Aggregated Data

F.1 DV: Frequency of Targeting Tweets by Right-wing Trolls, OLS

Model

Dep. Variable: Sum Tweets Right Trolls R-squared: 0.583

Model: OLS Adj. R-squared: 0.573

Method: Least Squares F-statistic: 59.59

Date: Tue, 07 Jun 2022 Prob (F-statistic): 1.29e-38

Time: 23:16:15 Log-Likelihood: -1053.3

No. Observations: 219 AIC: 2119.

Df Residuals: 213 BIC: 2139.

Df Model: 5

Covariance Type: nonrobust

coef std err t P> |t| [0.025 0.975]

Intercept -28.9114 9.604 -3.010 0.003 -47.842 -9.981

Political Ideology 2.5074 1.184 2.118 0.035 0.174 4.841

Sum Tweets Left Trolls -0.4919 0.100 -4.924 0.000 -0.689 -0.295

Sum Tweets Unknown Ideo Trolls 0.4283 0.035 12.356 0.000 0.360 0.497

Politician Followers Log 1.0314 1.610 0.641 0.522 -2.142 4.204

Politician All Tweets Log 2.3654 1.590 1.488 0.138 -0.769 5.499

Omnibus: 290.022 Durbin-Watson: 1.959

Prob(Omnibus): 0.000 Jarque-Bera (JB): 30348.370

Skew: 5.575 Prob(JB): 0.00

Kurtosis: 59.582 Cond. No. 480.

Table 7: Results: OLS Model Aggregated Data

Figure 15: Residuals for OLS Model on Aggregated Data
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F.2 DV: Frequency of Targeting Tweets by Right-wing Trolls, Sim-

ple Negative Binomial Model

Dep. Variable: Sum Tweets Right Trolls No. Observations: 219

Model: GLM Df Residuals: 213

Model Family: NegativeBinomial Df Model: 5

Link Function: Log Scale: 1.0000

Method: IRLS Log-Likelihood: -422.83

Date: Tue, 07 Jun 2022 Deviance: 240.05

Time: 23:31:56 Pearson chi2: 214.

No. Iterations: 18 Pseudo R-squ. (CS): 0.9661

Covariance Type: nonrobust

coef std err z P> |z| [0.025 0.975]

Intercept -7.7240 0.585 -13.202 0.000 -8.871 -6.577

Political Ideology 0.2443 0.054 4.556 0.000 0.139 0.349

Sum Tweets Left Trolls -0.0004 0.003 -0.125 0.900 -0.007 0.006

Sum Tweets Unknown Ideo Trolls 0.0032 0.001 2.629 0.009 0.001 0.006

Politician Followers Log 0.5289 0.073 7.236 0.000 0.386 0.672

Politician All Tweets Log 0.5115 0.084 6.094 0.000 0.347 0.676

Table 8: Results: Simple Negative Binomial Model on Aggregated Data

Figure 16: Residuals for Simple Negative Binomial Model on Aggregated Data
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G Residuals

Figure 17: Residuals for First Stage Binomial Model on Aggregated Data

Figure 18: Residuals for Second Stage Negative Binomial Model on Aggregated Data

Figure 19: Residuals for OLS Model Aggregated Data
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